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Title : Malicious Call Trace
Functional Description

To record the called communication history, System supply the formatted information through SIO cable. 

Operation Procedure

The extension received the call, caller’s number, data and time information is sent through SIO cable.

· OUTPUT FORMAT (CRT and Printer) 

Calling No. : 818-4863, Called No. : 2004
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A : d-Direct call / t-Transfer call

B : (Output device) p-Printer / c-CRT via SIO 

· The Malicious call trace data when transfer call

Blind transfer
	Call Scenario
	output

	Communication between (A) and (B)
	

	(C) is called from (B) 
	

	(C) receive the ring
	Called:C, Calling:B, ddmmyy, hhmmss (d)

	(B) is on-hook before the answer
	Called:C, Calling:A, ddmmyy, hhmmss (t)


Screened transfer
	Call Scenario
	Output

	Communication between (A) and (B)
	

	(C) is called from (B) 
	

	(C) receive the ring
	Called:C, Calling:B, ddmmyy, hhmmss (d)

	Communication between (A) and (C)
	

	(B) is on-hook
	Called:C, Calling:A, ddmmyy, hhmmss (t)


Consultation call
	Call Scenario
	Output

	Communication between (A) and (B)
	

	(C) is called from (B) 
	

	(C) receive the ring
	Called:C, Calling:B, ddmmyy, hhmmss (d)

	Communication between (A) and (B)
	

	(C) is on-hook or

Communication again between (A) and (B) after (C) is hold by (B)
	No output


Conditions
· Which is can make Malicious call trace

The kind of called extension;

Digital Telephone 

DECT

Analog Telephone

Attendant

The kind of calling extension;

Digital Telephone 

DECT

Analog Telephone

Attendant

The kind of trunk;

C/O with CID feature

DTC-R2MCF 

ISDN

Data Generation

1. Select the print out option of the malicious call trace

OMS [DATA 2.6 System feature option] 

ANI Info. Print out (CRT,Printer) ? : YES

2. If use the R2 signaling, Request the calling number

OMS [DATA 4.8 Trunk Route Base All Option]

Request ANI Information : YES

3. If use the C/O with CID feature

OMS [DATA 4.1 Trunk Information]

25. check the Caller ID 

4. Select the format

OMS [DATA 16.12 Temporary Option]

Option 2 : 0004

5. Who use the this feature (for extension)

OMS [DATA 3.1 Extension Information] – Extension Characteristics

25. Malice Trace : 선택

(if extension is DECT subscriber): 

OMS [DATA 9.3 DECT Information] – Characteristics

25. Malice Trace : 선택

Interaction 

To assign the special output device, must make the config.sys file. Their contents is like below

· To IOT

ANITX IOT2

END

· To CN4

ANITX CN4

END

Hardware
To print the result, you must use the serial printer
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