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2N® VoiceBlue Next has these parameters:
e |Paddress 192.168.22.42

e Incoming port: 5060

e Firmware: 01.00.04

Cisco CallManager parameters:
e [P address 192.168.22.35

e |ncoming port: 5063

e Firmware: CUCM 8.0

Scenario

If we have an IP network in which an CiscoCall Manager, several SIP phones and 2N® VoiceBlue Next
are connected, the configuration would be as shown in the figure below. Furthermore, suppose that
the network is addressed as shown in the figure and GSM numbers are all numbers starting with 6, 7

and containing 9 digits.
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SIP TRUNK INTERCONNECTION

1) For the setting of the trunk between the VoiceBlue Next and your CUCM, you need to
configure “SIP proxy (GSM->IP)” for GSM incoming calls. “SIP proxy (IP->GSM)” is designed
only for secure communication with the traffic from your CUCM. You can specify the IP
address and port where the IP packets will be accepted.
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SIP proxy (IP->GSM): 000NN\
SIP proxy (GSM->IP) :
SIP registrar: 0.0.0.0 -
NAT firewall: 0.0.0.0

STUN server. :

Next STUN server request (60-6553, 0=off) [s]:
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2) Configuration of the LCR (Least Cost Routing)

You have to specify prefixes for the operators in the country you are currently located. An
example of this would be that in Czech Republic prefix 6 and 7 have a 9 digits number.

The setting is displayed below.



3) You need to create specific guidelines connecting prefixes with the GSM group. In the
“GSM group” you will specify settings for SIM cards assigned to this specific group. In the “GSM
group assignment” you can assign the module for the appropriate GSM outgoing group.
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1 0:00/24:00 Use as in week off 1 Edit Remaove
o 0:00/24:00 Use as in week off 2 Edit Remaove
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CLIP Routi

GSM groups assignment

Gateway configuration
Module: Outgoing: Incoming:
0. module 1. Group |~ 1. Group |~
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4) Configuration of GSM outgoing groups:

You are able to have different setting for each GSM group (CLIR, free minutes, Virtual ring tone,
roaming and others)
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) .| Gateway

Gateway | Up
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control

GSM outgoing groups

Gateway configuration "
1.GSM group 2. GSM group

General settings

ONNECT:

Send CLIP from VoIP to GSM/IUMTS

5) Incoming calls

For incoming calls you can define 2 groups with the different behaviors and assign them to the
GSM modules. The settings are similar with “GSM groups assignment” for outgoing calls.

GSM groups assignment

Module: Qutgoing: Incoming:

0. module 1. Group |~ I 1 Group [~
1. module (2 Group |~ [N 1 Group |~

In GSM incoming groups you can specify the traits for each GSM incoming group. Choose the
mode to Reject, Ignore, Accept incoming calls or Callback.



Gateway

TELECOMMUNICATIONS Gateway Updat | Re

GSM incoming groups

| 2. GSM group

Gateway configuration

General settings

Mode: Acceptincoming calls + dialtone %

{Call number by %4, %G95..8 or none or answer and wait for

DTMF)
= GSM incoming groups

Minimum digits in DTMF:
Maximum digits in DTMF:
DTMF dialling timeout [s]:

- ves one digif): I

e [min]:

You can define the list of numbers called. The number will be automatically dialed after the DTMF
dialing has timed out. This happens when the customer doesn’t press any button until the specific
time. At this point, the number will be routed to the extension 100 to your CiscoCall Manager (if
you set up SIP proxy (GSM->IP) in VolP parameters).

List of called numbers

Only 0123456789*#+ characters are allowed
[

Add

Remove

Remove all




CISCO CALL MANAGER SETTING

1) Create a new trunk
Add new trunk in the menu Device - Trunk - Add new

You need to set up Trunk Type: SIP Trunk and Device Protocol: SIP
alil,  Cisco Unified CM Administration EREEIN Cisco Unified CM Administration » || _Go |

CISCO 4 Cisco Unified Communications Solutions cisco About Logout

System «  CallRouting +  Media Resources »  Yoice Mail » Device = Application = User Management »  Bulk Administration = Help

GCIRTELNE] ) Back To Find/List >

Trunk Information

Trunk Type®  [&IP Tronk
Device Protocol ® BE

- MNext |

@ *_indicates required item.

(CI§EN

Set up the trunk as in the picture below
aliali,  Cisco Unified CM Administration TRWERE Cisco Unified CM Administration = || Go |

CISCO  rur Cisco Unified Communications Solutions cisco About Logout

System =  CallRouting = Media Resources = Voice Msil = Device = Application = User Management Bulk Administration = Help «

Trunk Configuration CEIETEGNEUE Back To Find,/List hd
lB Save x Delete %’ Reset z Apply Config Ell} Acdd Mewy

rStatus

@ Status: Ready

rDevice Information

Product: SIP Trunk

Device Protocol:

Device Hame® ZM_\oiceBlue_Mext

Description |2N_VoicaB|ue_Next b
Device Pool® [Testing =
Common Device Configuration | < None > JI=-|
Call Classification * | Use System Default -
Media Resource Group List IMRGL?TEstTaam ;I
Location® |Huh_Nnne ;I
AAR Group | < None > =l
Packet Capture Mode* |Nona 2|
Packet Capture Duration ||]

[ Media Termination Paint Required

¥ Retry video Call as Audio

[ Transmit UTF-5 for Calling Party Mame
™ Unattended Port

7 SRTP allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so
will expose keys and other information.
Use Trusted Relay Point™® | Default =1

Calling Search Space is setting for incoming call to CCM. In the TestTeam is set up what numbers
are allowed to call.



AAR (Alternative Call Routing) is not neccesary to set up. It depends on the customer
requirement.

—Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call
processing will use prefix at the next level setting
({DevicePool/Service Parameter), Otherwise, the value
configured is used as the prefix unless the field is empty in
which case there is no prefix assigned.

Clear Prefix Settings I Default Prefix Settings

Use
Number a - Device
Type Prefix Strip Digits Paol
(33
Unknawn IDefauIt o v I < Mone =
Number

rMultilevel Precedence and Preemption {MLPP}) Information

MLPP Domain | = Mone > =1

rCall Routing Information

v Remote-Party-1d
2 Asserted-Identity

asserted-Type* | Default =

SIP Privacy™® | Default =

rInb d calls
Significant Digits * |,a|| ;l
Connected Line ID Presentation™ | Default |
Connected Name Presentation®  [Default ;I
Calling Search Space TestTeam ﬂ
AAR Calling Search Space ITestTeam ;I

Prefix DN |

r Redirecting Diversion Header Delivery - Inbound

Destination address is the IP address of the 2N® VoiceBlue Next.

SIP Trunk Security Profile have to be set as: Non Secure SIP Trunk Profile and Outgoing
Transport type must be set up for UDP communication

r Outbound calls

Called Party Transformation CS35 |TestTeam ;I
¥ Use Device Pool Called Party Transformation CSS
Calling Party Transformation C58 |TestTeam ;I
¥ Use Device Pool Calling Party Transformation CSS
Calling Party Selection® [originator |
Calling Line ID Presentation™® IDefault ;I
Calling Name Presentation™ IDefault ;I
Caller ID DN |
Caller Marme |
r Redirecting Diversion Header Delivery - Cutbound
rSIP Information
Destination Address [ |192.168.22 .26 ]
Destination Address IPv6 ]
I Destination &ddress is an SRY
Destination Port* |s060
MTP Preferred Originating Codec* |?11u|aw =l
Presence Group® IStandard Presence group ;I
SIP Trunk Security Profile™ [| Non Secure SIF Trunk Frofie JEa
Rerouting Calling Search Space : p—
Out-Of-Dialog Refer Calling Search Space ITestTearn =l
SUBSCRIBE Calling Search Space ITestTearn =l .
SIP Profile* [Standard sIp Profils =l
DTMF Signaling Method* [RFc 2833 =1




aluli.  Cisco Unified CM Administration EREERENY Cisco Unified CM Administration v | Go |

€IS€O  For Cisco Unified Communications Solutions cisco Search Documentation About Logout

System + Call Roufing * Media Resources *  Advanced Features + Device »  Application *  User Management *  Bulk Administration + Help

SIP Trunk Security Profile Configuration Related Links:
B Save x Delete Copy % Reset  ApplyConfig [ Add New
rStatus

@ Status: Ready

~ SIP Trunk Security Profile Information

Name* 2N Mon Secure SIP Trunk Profile

Description Non Secure SIP Trunk Profile authenticated by null 5
Device Security Mode Mon Secure hd
Incoming Transport Type*  TcP+uDP hd
Outgoing Transport Type [ uDP i ]

|:| Enable Digest Authentication
Monce Validity Time (mins)* [gop

X.509 Subject Name

Incoming Port* 5060

D Enable Application Level Authorization
Accept Presence Subscription
Accept Out-of-Dialog REFER**
Accept Unsolicited Notification
Accept Replaces Header

Transmit Security Status

—[ Save ] [ Delete ] [ Copy ] [ Reset ] [ Apply Config ] [ Add New

2) Route pattern settings

Enter the menu Call routing - Route/Hunt - Route Pattern - Select gateway

You can use route list and groups but just for one gateway connection you don’t need to have it.
You can simply set up rules in Route pattern.

Examples of Route pattern:

724! means prefix 724 and all other digits after

724XXXXXX means prefix 724 and 6 more digits

0.6! means that dialled 0 will be striped and 6 with other digits can be dialled. In the Called Party
Transofrmation must be set up PreDot for the stripping of the 0.



Route Pattern Configuration Related Links:

B Save x Delete Copy E:} Add New

r Status

® Status: Ready

r Pattern Definition

Route Pattern® IZI.G!|

Route Partition TestTeam -
Description voice blue next

Mumbering Flan -- Mot Selected --

Route Filter = None =

MLFP Precedence * Standard hd
Resource Priority Namespace Network Domain = None = -

Route Class® Standard -
Gateway/Route List* TestTeam ~ (Edit)

Route Option @ Route this pattern

7 Bleck this pattern Kein Fehler -
Call Classification® OffNet -
[ Allow Device Override Provide Outside Dial Tone [ Allow Owverlap Sending [ Urgent Priority
[ Require Forced Authorization Code

Authorization Level* 0

[ Require Client Matter Code

e If you make any any change, you need to save it and then apply changes!!

rCalling Party Transformations

[ use Calling Party's External Phone Number Mask
Calling Party Transform Mask

Prefix Digits (Outgoing Calls)

Calling Line ID Presentation®  Default -
calling Name Presentation™® Default v
Calling Party Number Type*  Cisco CallManager -
Calling Party Numbering Plan* cisco CallManager -

rConnected Party Transformations
Connected Line ID Presentation® Default -

Connected Name Presentation® Default -

—Called Party Transformations

Discard Digits i PreDat -
Called Party Transform Mask

Prefix Digits (Outgoing Calls)

Called Party Number Type*  Cisco CallManager -
Called Party Numbering Plan* cjsco CallManager -

ISDN Network-Specific Facilities Information Element
Network Service Protocol - Mot Selected -- -

Carrier Identification Code

Network Service Service Parameter Name Service Parameter Value

-- Mot Selected -- * | =< Mot Exist =
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