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1. ITGC board overview

ITGC (Internet Telephony Gateway Circuit) board provides CS1000 system VoIP service based on H.323 protocol standard.
ITGC board can be configured following 2 4 different modes.

1) QSIG – H.323 Gateway
In this mode, CS1000 system’s call control sub system looks ITGC board same as PRI DNIC board. ITGC acts as QSIG-H.323 gateway and performs QSIG-H.323 protocol conversion. To use internetworking service of CS1000/CS1000 system with ITGC board, ITGC shall be generated in this mode. Various supplementary services between CS1000/CS1000 system and Gatekeeper are available in this mode.

2) VoIP Trunk Gateway
In this mode, ITGC board acts as H.323 trunk gateway and provide trunk interface based on H.323 protocol to CS1000.

3) Extension Board for IP Keyset

ITGC support IP Keyset extensions like IPSC. Especially, ITGC support suppressed codec(G.723.1) and reduces bandwidth needed for Voice Transmission with IP Keyset. 
4) Extension Board for Remote Station

CS1000 supports remote service feature for remote extension using IP network. Remote extensions (Remote IP Phone or RSG) can register to ITGC remotely and get every extension service that CS1000 provides.)

Refer ‘CS1000 RSG/Remote LIP manual’.

2. H.323 protocol overview

CS1000 board complies H.323 protocol.

Figure 1 shows basic call setup flow based on H.323 protocol 


H.323 protocol provides various methods for faster media channel opening and effective call setup such as Fast Connect procedure, H.245 Tunneling, and early H.24. These methods are explained below.  

Fast Connect procedure: Using ‘Fast Connect Procedure’, the media channel can be connected faster before CONNECT message. When Fast Connect procedure is enabled, the calling gateway includes faststart element which contains its media channel information in SETUP message. The called gateway includes faststart element which contains its media channel information in ALERT (or CALL PROCEEDING, CONNECT) message. When the faststart elements are exchanged, the media can be transmitted to both ways.  With ‘Fast Connect Procedure’, media channel can be opened without H.245 Signaling. 

However, with ‘Fast Connect Procedure’, the media channel can be opened after ALERT(or CALL PROCEEDING, CONNECT) message. The media channel cannot be opened at previous stage. In this case, the calling party cannot hears dial tone from called gateway.

H.245 tunneling: When ‘H.245 Tunneling’ is enabled, H.245 Signaling messages are sent being tunneled in H.225 message. With ‘H.245 Tunneling’, additional TCP connection for H.245 signaling is not required. Also, because there is no need to wait H.245 signaling until peer H.245 address is known, H.245 signaling can be started before CONNECT message is sent (or received). (Refer to early H.245 below)

Early H.245: In the signaling flow in Figure 1, The H.245 address of called gateway is included in CONNECT message. However, using early H.245, the calling gateway’s H.245 address can be included in SETUP message and when the called gateway receives the H.245 address in SETUP message, H.245 signaling can be started. In this scenario, media channels can be opened after SETUP message is received.  When both ‘H.245 tunneling’ and ‘Early H.245’ options are enabled, NCS 100 ITGC starts H.245 signaling after ALERT message is sent.

*It is recommended to enable only ‘Early H.245’ option and to disable ‘Fast Start’ and ‘H.245 tunneling’. (In this mode, media channel can be opened in fastest way.) Refer to ‘3.2 Protocol Configuration’
3. ITGC Data Configuration

Most ITGC board configuration data of CS1000 system are configured with CS1000 system OMS Management.

3.1 ITGC Board Basic Configuration

To configure ITGC basic configuration parameter, go to ‘14.1VoIP Own Identification’ section in CS1000 OMS page
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1) OWN IP: ITGC board IP Address

2) NetMask: ITGC board IP Netmask

5) Default Router IP: ITGC ‘s default IP Gateway address

6) Codec Type: When the voice is modified into a data packet, various compression schemes may be used. Three (3) of the most common are G.711, G.723.1, G.729
G.711 – Operates at 64 kbits/sec  It is the international standard for encoding telephone audio on an 64 kbps channel. It is a pulse code modulation (PCM) scheme operating at a 8 kHz sample rate, with 8 bits per sample. According to the Nyquist theorem, which states that a signal must be sampled at twice its highest frequency component, G.711 can encode frequencies between 0 and 4 kHz. Two different variants of G.711: A-law and µ-law. A-law is the standard for international circuits and ų-law is used in the United States.
G.723.1 – Operates at 6.3 kbits/sec or 5.3 kbits/sec. The codec offers good speech quality in network impairments such as frame loss and bit errors and is suitable for applications such as VoIP, wireless telephony.
G.729A - Operates at 8 kbits/sec. This version is developed mainly for multimedia simultaneous voice and data applications, although the use of the codec is not limited to these applications.
5) Silence Compression

When the ITGC’s DSP is compressing the voice, silence may be compressed.
On: In case of G.711, CN(Comport Noise) packets are sent while silent period.

   In case of G.723.1 or G.729, silence packet are sent while silent period. 

OFF: Do not detect silence period. (default value)

6) Frame/Packet-G.711

Determine G.711 voice packet payload size. 40 byte (5msec) Voice data per a unit. For example, if Frame/Packet-G.711 value is 4, 160 bytes voice data will be delivered in a IP packet in every 20 msec.

7) Frame/Packet-G.723.1

Determine G.723.1 voice packet payload size. 23 byte (30 msec) Voice data per a unit. For example, if Frame/Packet-G.723.1 value is 1, 23 bytes voice data will be delivered in a IP packet in every 30 msec.

8) Frame/Packet-G.729

Determine G.729 voice packet payload size. 10 byte (10 msec) Voice data per a unit. For example, if Frame/Packet-G.729 value is 3, 30 bytes voice data will be delivered in a IP packet in every 30 msec.

9) Timer 301 Lock

  Currently not used.

10) Timer 302 Lock

  Currently not used.

11) Gatekeeper Use


No    Do not use Gatekeeper
Yes   Use Gatekeeper
12) Fax Mode

ITGC supports FRF.11 Fax mode and T.38 Fax mode.

(T.38: Procedures for real-time Group 3 facsimile communication over IP networks.)

3.2 ITGC Board Detail Configuration

To configure ITGC detail configuration parameter, go to ‘14.1 VOIP Own Information’ section in CS1000 OMS and select ‘Detail Info.’link.
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1) Fast Connection Use

You can set ‘Fast Start Mode’ option enable or disable. Fast Start procedure can be used, only if both calling and called Gateway enable this option. Please refer to ‘2. H.323 protocol’.

2) Early H.245 Use

If enabled, the calling gateway sends its H.245 signaling address in SETUP message. When the called gateway receives the calling gateway’s H.245 signaling address in SETUP message, it start H.245 Signaling with the calling gateway. In this mode, H.245 Signaling is performed after SETUP.

If disabled, the called gateway sends its H.245 signaling address in CONNECT message. When the calling gateway receives the called gateway ‘s H.245 signaling address in CONNECT message, it start H.245 Signaling with the called gateway. In this mode, H.245 Signaling is performed after CONNECT. 

3) H.245 Tunneling

Please refer ‘2. H.323 protocol’ section.

This mode can be used, only if both calling and called Gateway use this option.

7) Secondary Gatekeeper use.

Enable/Disable usage of secondary(backup) Gatekeeper

8) RAS Retry Count/ RAS Response Wait Time

Whenever ITGC sends RAS request message to a Gatekeeper, it starts R AS timer and waits for response from the Gatekeeper. When the RAS timer expires (after RAS Response Wait Time second(s)), it retries to send the RAS request message to the Gatekeeper. (ITGC retries the RAS request RAS Retry Count times, if it doesn’t receive the response from Gatekeeper)

These timers and retry values are defined in H.323 protocol. You don’t have to change this value if not required.

7) Q.931 Response Wait Time

After ITGC sends SETUP message to the peer Gateway (or Gatekeeper), it starts Q.931 response timer. When the Q.931 response timer expires (Q.931 Response Wait Time), ITGC hangs up the call. 

These timers and retry values are defined in H.323 protocol. You don’t have to change this value if not required.

8) RRQ Interval

ITGC sends RRQ(Registration Request) message periodically to the registered gatekeeper. This default register period is 30 sec. You don’t have to change this value if not required.

9) Logical Link Check Interval

ITGC check logical link status in every ‘Logical Link Check Interval’ sec. If the logical link test(Ping test) failed every call to the link will be blocked and rerouted if alternative link is available.

10) H.323 Identification

H.323 ID is used to uniquely identify gateway itself in a H.323 Domain. CS1000 Gatekeeper identifies each registered (or registering) gateway using this H.323 ID. CS1000 Gatekeeper requires this value in registration procedure.

11) E.164 Identification

H.323 ID is also used to uniquely identify gateway itself in a H.323 Domain. NCS Gatekeeper doesn’t require this value.

3.3 ITGC Board advanced Configuration (via Console Connection)

The configuration data that are explained in this section cannot be configured with CS1000 system OMS Management. The configuration data that are explained in this section shall be configured through telnet connection to the ITGC board’s telnet server.


RTP Configuration


3.3.1 RTP Silence Compression Mode

This menu sets RTP Silence Compression Mode option.

Option)

 0: Always TX: Send silence packet if silence compression is enabled. (in case of G.729 or G.723.1).

 1: Stop TX: Do not sent packet if silence compression is enabled. (in case of G.729 or G.723.1). 

 2: Explicit: Send CN(Comport Noise) packet if silence compression is enabled. (in case of G.711)

Default value: 2(Explicit)

* In this version, this option applies to every codecs that are selected at MCM OMS Management. In the future version (2002.9), this option will be changed to apply this option to each selected codec separately. 


3.3.2 RTCP TX Interval

This menu sets RTCP transmission interval value.

Default value: 500 (* 10msec)

You don’t have to change this value if not required.


3.3.3 Change Usage of RTCP Toggle SR RR

This menu sets RTCP Toggle SR RR option. (Enable/Disable)

Default value: Disable

You don’t have to change this value if not required.


3.3.4 Change FAX Redundancy Depth

This menu sets FAX redundancy depth value.

Range: 0 ~ 3

Default value: 2

You don’t have to change this value if not required.


DSP Configuration


3.4.5 Echo Cancellation Option

This menu sets DSP Echo Cancellation mode option.(Enable/Disable)

Default value: Enabled

Do not change this value if not required.


3.4.6 Post Filter Enable/Disable

This menu sets DSP Post Filter mode option.(Enable/Disable)

Default value: Enabled

Do not change this value if not required.


3.4.7 High Pass Filter Enable/Disable

This menu sets DSP High Pass Filter mode option.(Enable/Disable)

Default value: Enabled

Do not change this value if not required.


3.4.8 Change Sending DTMF Volume

This menu sets DTMF Volume value.

Range: -32 ~ 32 (db)

Default value: 0 (db)

Do not change this value if not required.


3.4.9 Change DTMF Detect Mode

This menu sets DTMF Detect Mode option.

Option)

0)  Detect DTMF : Detect DTMF and ignore voice packet. (DTMF detection only)

1) Detect DTMF-VOICE Packet: Detect DTMF and Send DTMF voice packet

2) Detect DTMF-DTMF Packet : Detect DTMF and Send DTMF packet


3.4.10 Change Jitter Buffer Minimum Delay

This menu sets Jitter Buffer Minimum Delay value.

Range: 0 ~ 150 (msec)

Default value: 40 (msec)

Do not change this value if not required.


3.4.11 Change Jitter Buffer Option Factor

This menu sets Jitter Buffer Option Factor value.

Range: 0 ~ 7

Default value: 7

Do not change this value if not required.


3.4.12 DTMF Detect Threshold time

This menu sets DTMF Detect Threshold time value.

Default value: 50 (msec)

Do not change this value if not required.


3.4.13 Echo Cancellation Hybrid Loss

This menu sets Echo Cancellation Hybrid Loss value.

Option)

 0: 6dbm

 1: 9dbm

 2: 0dbm

 3: 3dbm

Default value: 3 (3dbm)


3.4.14 FAX Jitter Buffer Max Length

This menu sets FAX Jitter Buffer Max Length value.

Range: 80 ~ 2000 

Default value: 290 (msec)


3.4.15 FAX ECM 설정

This menu sets FAX ECM(Error Correction Mode).


3.4 ITGC Board LIP extension support Configuration

The configuration method for LIP extension support with ITGC is same to IPSC board except the following.

For configuration for LIP extension support with ITGC, on ‘14.1VoIP Own Identification’ screen, click ‘ITGC LIP Info’ and set ‘ITGC LIP Information’ menu. 

(In case of IPSC board, the same configuration should be done on ’14.5 IPSC Own Information’ screen)

Refer ‘CS1000 system manual’ 

3.5 ITGC Board RSG/Remote LIP support Configuration

Refer ‘CS1000 RSG/Remote LIP Manual’
4. Known Issues

  When ITGC image is updated, we recommend to initialize all configuration data to default values. (Currently, some configuration data are maintained in RVRAM in ITGC. Because the structure for the configuration data in RVRAM changed in ITGC v3.60, the configuration data shall be set default values when ITGC image in ITGC board with old RVRAM data is changed.)
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Figure 1. Basic call setup flow based on H.323 protocol (Overlapped Sending used)





How to connect ITGC board’s telnet server





Connect ITGC’s telnet server. (The ITGC’s telnet service port number is 6000.)


C:\> telnet 150.150.129.151 6000 (ex. The ITGC board IP address is 150.150.129.151)





When the telnet window is opened and the login display is appeared, enter Login ID and Login Password. ITGC Login ID: itgc, Password: ncs_system.








Copyright (c) 2000 by LGIC


All Rights Reserved








Welcome to LGIC ITGC(Internet Telephony Gateway Circuit)





------- CS ITGC v3.55 -------		-> ITGC version


 Linked at May 22 2002 15:56:15.		-> version date


----------------------------	


Login: itgc				-> Login ID


Password: **********			-> Password








On successful login, the prompt appears as following. (In case of NCS100)


C-ITGC:> 






































How to set RTP Configuration


Enter ‘SYS_CONF’ directory on telnet connection with ITGC telnet server.


C-ITGC\SYS_CONF>





Enter configure. 


C-ITGC:/SYS_CONF> configure


1. General Config


2. LAN Config


3. RAS Config


4. Protocol Config


5. RTP Config


6. DSP Config


7. Collecting Digit Config


8. Overlap Dialing Config


9. Manual RAS Config


0. exit


Select (0 ~ 8) :





3) Select 4. RTP Config.





RTP Parameters


----------------------------------------------------------------------


Silence Compression Mode         : TX Silence packet


RTCP Packet TX Interval          : 500 msec


RTCP Toggle SR/RR                : No


RTCP CNAME (same as system name) : LG-ITGS


FAX Mode                         : FRF.11


FAX Redundancy Depth             : 2


----------------------------------------------------------------------





1. Change RTP Silence Compression Mode


2. Change RTCP TX Interval


3. Change Usage of RTCP Toggle SR RR


4. Change FAX Mode


5. Change FAX Redundancy Depth


0. Exit Menu.


What do you want to change (0-5) ? :





How to Configure





1) Select ‘1. Change RTP Silence Compression Mode’ and enter the mode you want to select.





What do you want to change (0-5) ? : 1





Enter Silence Compression Mode (0: Always TX, 1: Stop TX, 2: Explicit) : 








How to Configure





1) Select ‘2. Change RTCP TX Interval’ and enter the mode you want to select.





What do you want to change (0-5) ? : 2





Enter RTCP TX Interval (msec) : 








How to Configure





1) Select ‘3. Change Usage of RTCP Toggle SR RR’ and enter the mode you want to select.





What do you want to change (0-5) ? : 3





Toggle SR/RR ? (y/n) : 








설정 방법





1) Select ‘14. Change FAX ECM Mode’ and enter the value you want to select.





What do you want to change (0-14) ? : 14





Enable FAX ECM Mode ? (Y/N) :





How to Configure





1) Select ‘5. Change FAX Redundancy depth’ and enter the mode you want to select.





What do you want to change (0-5) ? : 5





Enter FAX Redundancy Depth (0 ~ 3): 








How to set DSP Configuration


Enter ‘SYS_CONF’ directory on telnet connection with ITGC telnet server.


C-ITGC\SYS_CONF>


Enter configure. 


C-ITGC:/SYS_CONF> configure


1. General Config


2. LAN Config


3. RAS Config


4. Protocol Config


5. RTP Config


6. DSP Config


7. Collecting Digit Config


8. Overlap Dialing Config


9. Manual RAS Config


0. exit


Select (0 ~ 8) : 6





3) Select 6. DSP Config.


DSP Parameters


----------------------------------------------------------------------


* Initial Parameters *


PCM Coding Law                : A-Law


Call Progress Tone Country    : Korea


* Operation Mode Parameters *


Silence Compression Enable (same as Silence Suppression) : No


Echo Cancellation Enable      : Yes


Post Filter Enable            : Yes


High Pass Filter Enable       : Yes


Voice Volume                  : 0


DTMF Volume                   : 0


DTMF Mode                     : DTMF detection only


Input Gain                    : 0


Jitter Buffer Minimum Delay   : 40


Jitter Buffer Option Factor   : 7


DTMF Detection Threshold Time : 50 msec


Echo Cancellation Hybrid Loss : 3 dbm


FAX Jitter Buffer Max Length  : 290 msec


----------------------------------------------------------------------


1. Change PCM Coding Law


2. Change Echo Cancellation Enable


3. Change Post Filter Enable


4. Change High Pass Filter Enable


5. Change Voice Volume


6. Change Sending DTMF Volume


7. Change DTMF Detect Mode


8. Change PCM Input Gain


9. Change Jitter Buffer Minimum Delay


10.Change Jitter Buffer Option Factor


11.Change DTMF Detect Threshold time


12.Change Echo Cancellation Hybrid Loss


13.Change FAX Jitter Buffer Max Length


14.Change FAX ECM Mode


0. Exit Menu.


What do you want to change (0-14) ? :





How to Configure





1) Select ‘2. Change Echo Cancellation Enable’ and enter the mode you want to select.





What do you want to change (0-13) ? : 2





Enable Echo Cancellation ? (y/n) : 








How to Configure





1) Select ‘3. Change Post Filter Enable’ and enter the mode you want to select.





What do you want to change (0-13) ? : 3





Enable Post Filter ? (y/n) : 








How to Configure





1) Select ‘4. Change High Pass Filter Enable’ and enter the mode you want to select.





What do you want to change (0-13) ? : 4





Enable High Pass Filter ? (y/n) : 








How to Configure





1) Select ‘6. Change Sending DTMF Volume’ and enter the value you want to select.





What do you want to change (0-13) ? : 6





Enter DTMF Volume (-32 ~ 32) : 








How to Configure





1) Select ‘7. Change DTMF Detect Mode’ and enter the mode you want to select.





What do you want to change (0-13) ? : 7





Enter DTMF Detect Mode (0:Detect DTMF, 1:Detect DTMF-VOICE Packet, 2: Detect DTMF-DTMF Packet) : 








How to Configure





1) Select ‘9. Change Jitter Buffer Minimum Delay’ and enter the value you want to select.





What do you want to change (0-13) ? : 9





Enter Jitter Buffer Minimum Delay (0 ~ 150) :





How to Configure





1) Select ‘10. Change Jitter Buffer Option Factor’ and enter the value you want to select.





What do you want to change (0-13) ? : 10





Enter Jitter Buffer Option Factor  (0 ~ 7) :





How to Configure





1) Select ‘11. Change DTMF Detect Threshold time’ and enter the value you want to select.





What do you want to change (0-13) ? : 11





Enter DTMF Detect Threshold time (msec) :





How to Configure





1) Select ‘12. Change Echo Cancellation Hybrid Loss’ and enter the value you want to select.





What do you want to change (0-13) ? : 12





Enter Echo Cancellation Hybrid Loss (0:6dbm, 1:9dbm, 2:0dbm, 3:3dbm) :





How to Configure





1) Select ‘13. Change FAX Jitter Buffer Max Length’ and enter the value you want to select.





What do you want to change (0-13) ? : 13





Enter FAX Jitter Buffer Length (80 ~ 2000) :








How to set configuration data to default values


Enter ‘SYS_CONF’ directory on telnet connection with ITGC telnet server.


N-ITGC\SYS_CONF>





Enter configure. 


N-ITGC:/SYS_CONF> configure


1. General Config


2. LAN Config


3. RAS Config


4. Protocol Config


5. RTP Config


6. DSP Config


7. Collecting Digit Config


8. Overlap Dialing Config


9. Manual RAS Config


0. exit


Select (0 ~ 8) :





3) Select 1. General Config.





General System Parameters


----------------------------------------------------------------------


System Name : LG-ITGS


VIPS-ITS V.1.0 made by LGIC(572)


Installed Location Timezone : GMT+9


System S/W Linked at Aug 13 2002 15:00:31.


Common E.164 ID:


QSIG Supplementary Service Tunneling Mode: Non-Tunneling Mode


----------------------------------------------------------------------





1. Change System Name


2. Change Timezome


3. Change common E.164 ID


4. Change QSIG Supplementary Service Tunneling Mode


5. Change all configuration data to default values


0. Exit Menu.


What do you want to change (0-4) ? :





4) Select’5. Change all configuration data to default values’





5) Reset ITGC.


N-ITGC\SYS_CONF>reset








